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HUMAN RISKS IN THE PROCESS OF FINANCIAL AND ECONOMIC SECURITY
SUPPLY AND PERSONNEL POLICY AS AN INSTRUMENT FOR MANAGING THEM

Different types of human risks that affect the level of financial and economic security of economic entities
have been identified. The essence of the concept of human risk from the standpoint of financial and economic
security is established. Human risks for normal functioning of various subsystems of financial and economic
security of enterprises are specified. Assumptions have been made about the possible positive consequences of
human risks for the financial and economic condition of economic entities. Tools for preventing human risks in
the process of ensuring financial and economic security of business structures have been identified.
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Introduction. Personnel is one of the main factors of production, a prerequisite for the "start" of
business for new economic structures and a significant competitive advantage for businesses that have
been on the market for some time. However, unlike other resources, personnel are characterized by such
a feature as own behavior in certain circumstances, which is a source of numerous risks to the state of
companies financial and economic security. It is the actions or inactions caused by the behavior of
employees, sometimes at the direction of top management or on their own initiative, cause cases of
inefficient and sometimes illegal use of assets of the entity, causing it financial, material, reputational
damage. As a result, human or personnel risks are increasingly a subject to monitoring and control by
financial and economic security professionals, as well as a reason for their discussions with HR
professionals, who may have their own vision for the organization of certain processes of work with
staff.

Human resources managers are interested in protecting the interests of employees in accordance
with the law and in the most effective use of HR to meet the interests and functional needs of the entity
(thus, personnel management in most companies is characterized by a stakeholder-oriented approach),
as specialists in financial and economic security must at all costs guarantee the protection of destructive
staff impact on of enterprises' tangible and intangible assets for their integrity and process of using (a
distinct subspecies of security oriented approach in the context of which the employee —is a resource
unit, that is not interested in the results of the enterprise entity). Personnel policy is currently the tool for
organizing the work of staff in the field of financial and economic security, which can regulate the
interests of all parties and lay the foundations for effective personnel risk management. However, the
formation of such a policy requires a clear awareness of HR managers of the full range and diversity of
human risks. Therefore, in the development of personnel policy of the enterprise, one of the strategic
guidelines of which is to achieve a high level of financial and economic security, important steps are to
fix the need for timely identification of personnel risks, compiling their map or register and creating
catalogs of management decisions. or other risk to the state of financial and economic security of the
entity.

Literature review. Despite the presence of significant scientific achievements in the study of
financial and economic security of various types of economic structures, taking into account the impact
of risks on this process, the authors of which, among other authoritative scientists are Zachosova N.V.
[1, 2], Herasymenko O.M. [3], Zanora V.O. [4], Kutsenko D.M. [5], the problem of formation of
personnel policy, the main provisions of which would be aimed at identifying human risks, counteracting
them and maintaining the appropriate level of financial and economic security, now remains relevant.
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Human, personnel or staff risks in the context of the functioning of business structures are studied by
scientists in several areas. Thus, personnel risk management as an element of risk management is
considered by such scientists as Amosof O. Yu. [6], Solomina H. V., Makhnytskyy O. V., Havrysh O.
S.[7].

Human risks as a separate characteristic of the activity of business structures are covered in the
publications of such researchers as Khytra O. V. Andrushko L.M., who study the concepts, factors and
consequences of human risks at the enterprise [8]; Mishyna S. V., Mishyn O. Yu. and also Velychko Ya.
L. offer to scientific community results of own classification of human (personnel) risks for the enterprise
[9, 10]; Derid 1. O., HarmashYu. O. specify human (personnel) risks in international business [11]. The
work authored by Yu.P. Vorzhakova deserves our special attention, because it demonstrates a little-
studied topic of classification of personnel risks of generation Z [12].

A bid part of the research of Ukrainian scientists is devoted to specific features of various aspects
of the process of personnel risk management of economic entities. For example, Shcherbak V. H.,
Puhachov O. P. published an article about minimizing human risks in the personnel management system
[13]. Moskalenko V. O. and Drobot Yu. Yu. also work within the framework of such topics [14];
Dudneva YE, Sotnikova LV, engaged in finding ways to improve personnel risk management of the
organization [15]; Danchenko O. B., Bedriy D. 1., Semko I. B., Zhyvko Z.B., Chernobay L.I., Chernobay
D.A., who set for themselves the task of identifying human (personnel) risks [16, 17], while other
researchers tend to solve the applied problem of assessing human risks [18, 19] and finding ways to
minimize them [20].

Thus, the multi-vector scientific research on the problem of human (personnel) risks in the
management of the enterprise provides a theoretical basis for the development of risk-oriented personnel
policy, however, publications that would be devoted to this issue, within the analysis of scientific
literature, were not detected.

The purpose of the study is to try to specify the different types of human risks that affect the level
of financial and economic security of economic entities, and to systematize the tools to counter them in
the plane of individual functional subsystems of the financial and economic security of enterprises. To
achieve this goal it is necessary to perform a number of research tasks: to establish the essence of the
concept of human (personnel) risk from the standpoint of financial and economic security, to identify
human risks for the proper functioning of various subsystems of financial and economic security of
economic entities, to establish possible positive consequences the state of enterprises and identify tools
to prevent personnel risks in the process of ensuring financial and economic security of business
structures.

Results and discussion. Regardless of the sole source of origin — the company's personnel —
human risks are differ significantly both in the object of action in the economic security system of the
entity, and in the amount of damage that may cause. As noted by O.Yu. Amosof, based on the results of
research by numerous scientists on personnel management, "personnel risks are understood as: the
probability of losses associated with ineffective management decisions on the formation, use,
development and release of personnel; threats and losses associated with staff activities; a situation that
reflects the danger of undesirable developments that directly or indirectly affect the functioning and
development of the organization and staff" [10, p.377].

In summary, Khytra O.V. and Andrushko L.M. personnel risks are a group of business risks, the
source or object of which is the staff of the organization or an individual employee [8, p.165]. From the
standpoint of financial and economic security, human (personnel) risk is understood to mean a
phenomenon or event caused by the action or inaction of the company's personnel, which may lead to
loss, damage or inefficient use of its assets, resulting in reduced financial and economic security and the
company’s profit or loss.

Moskalenko V.O., Drobot Yu. Yu. note that according to the research of international
organizations "the rating of workers is the greatest risk for all personnel managers, in second place is the
lack of key skills, in third place — insufficient level of leadership potential" [14 , ¢.59]. Although rating
is an effective tool for assessing staff, an information tool for decision-making on employee motivation,
etc., however, its existence can threaten the climate in the team, provoke envy, conflict, controversy, the

36



ISSN 2707-5036 Bulletin of the Cherkasy National University. Economic Sciences. 2020. Issue 2

desire to harm those in the highest positions. Low level of professionalism, lack of necessary
competencies is formed in a situation of constant transformation of economic processes. Their evolution
leads to the fact that not only equipment and materials, but also skills and abilities of staff are morally
obsolete. This provokes inefficient use of working time, inability to master the work with modern
equipment and technologies, to quickly adapt to the latest requirements of the work process. As for the
third critical risk — insufficient level of leadership potential, it should be noted that Ukrainian companies
usually do not have enough free resources to actively engage in staff development, encouragement of
leadership and support for initiatives.

Human potential is determined by the level of intelligence — both analytical and emotional, and
depends on critical thinking, the level of development of soft skills, psychological characteristics of the
employee, his or her desire to learn, improve, and so on. However, only a small number of Ukrainian
enterprises organize human resources work with the awareness that the formation and development of
human resources is a necessary element of economic growth in the future and gaining significant
competitive advantages in the future. Most economic structures use staff as a means to achieve economic
goals, and therefore immediately require highly qualified personnel, regardless of the possibility of its
development.

Mishyna S. V., Mishyn O. Yu. according to the content distinguish such human risks as "risks of
negligence, risks of low qualification, risks of inefficient management, risks of information leakage,
risks of fraud, theft, image risks"; according to the degree of coverage identify "risks of certain areas of
personnel work, risks of personnel programs and projects, risks of inefficient functioning of personnel
services"; according to the functional areas of personnel management distinguish "risks of personnel
selection and hiring, risks of personnel adaptation, risks of personnel motivation, risks of personnel
development, risks of personnel evaluation, risks of dismissal, risks of inefficient use of personnel" [9,
p.91].

The third group of risks from the above essentially emphasizes the fact of the existence of
personnel risks at each stage of work with staff, the rules and regulations of which are usually fixed in
the personnel policy of the enterprise. Therefore, the means to minimize them and prevent their negative
consequences must also be documented in the personnel policy of the entity. As noted, "at each stage of
personnel management, specific tools for influencing personnel risks should be developed and
implemented. This approach is aimed at forming a risk-oriented strategy of personnel management of
the organization" [15, p.188]. In our opinion, this approach can be applied to the development of
security-oriented personnel policy of the enterprise.

The difference in the patterns of staff behavior belonging to different generations gives an
understanding of the nature of the origin of some actions of employees, which can be the cause of different
types of human risks. As Yu. P. Vorzhakova notes: "People of Generation X, born from 1963 to 1983, are
workaholics, focused on work and achieving individual success. Born 1983 to 2003, they belong to
Generation Y. Their distinguishing features are ambition, determination and success, built on risk and
immediate growth. Generation Z — are people who were born after 2003, and given their age, it is too early
to evaluate them from professionalism point of view" [12, p.236]. It is advisable to specify the human
risks that arise for the company, in accordance with the theory of generations (Table 1).

In addition to those types of risks that have already been identified by Yu.P. Vorzhakova, we have
proposed more specific varieties so that specialists in financial and economic security management can
further form a map of personnel risks according to the theory of generations for use in the risk management
process based on the results of our study.

Taking into account the behavior of people of different generations can give specialists in the HR
department or other personnel department at the company a hint on what methods of motivation will be
most effective to ensure employee loyalty and encourage them to conscientiously perform professional
duties and tasks. In addition to the presence in the staff of the enterprise of people of different ages, and
therefore, representatives of different generations, the human resources of the business entity in terms of
expanding the boundaries of international cooperation may also be characterized by multinational staff.
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Table 1

Human (personnel) risks for financial and economic security of the business entity,
determined taking into account the principles of the theory of generations

Personnel risks of Generation X
employees

Personnel risks of Generation Y
employees

Personnel risks of employees of
generation Z

According to Yu. P. Vorzhakova

informational risks

risks of low professionalism

risks of hiring workers

risks of blocking innovations by
staff

risks of increasing conflict

behavioral risks

risks of information loss

organizational risks

risks of staff loss

risks of adaptation

information security risks and
protection of trade secrets

risks of disruption / slowing down of
business processes

risks associated with poor staffing

individual risks

risks of staff motivation and
stimulation

Author's position (supplement)

risks of "moral aging of skills" —
the reluctance of the older
generation to acquire additional
skills, primarily necessary for
professional work with computer
equipment and various gadgets,
which significantly slows down the
implementation of certain work
processes and impairs the speed of
communication

risks of "excessive risk-taking" in
professional activities — the desire to
take risks in the pursuit of moral and
material incentives, recognition by
management pushes staff to make
excessively risky management
decisions, which can have significant
negative financial consequences for
the company

risks of inconsistency — the tendency
to make emotional and quick
decisions to change jobs, reduce the
level of attention when performing
monotonous, "uninteresting" work,
finding own career path and trying to
perform various tasks without the
desire to professionally master a
particular skill or ability

risks of information illiteracy —
inability to work effectively in the
world of information economy,
misuse of modern equipment,
programs increases the duration of
tasks

risks of multitasking — the desire to
master as many processes,
professions, functions, and perform
them to obtain the status of
"irreplaceability" leads to a drop in
efficiency, reduced quality of work
performed, provoke errors,
distractions

risks of lack of initiative — lack of

desire to show initiative in the
process of work, expectation of clear

instructions and guidelines at each

stage of the task, attraction to the

mentor, dependence on his or her
advice, fear of expressing own

opinion and making independent

decisions

risks of inability to work in a team
— the habit of personalized
performance of a clearly defined
range of responsibilities does not
allow to show flexibility, distribute
tasks according to desires and
skills, act in accordance with team
spirit and overcome individualism

risks of teamwork — the desire to
lead, dominate, use own authority
and put own goals and interests above
the common goal of the team, which
leads to inconsistencies, conflicts,
inefficient use of corporate resources
of the business entity

risks of "distraction" — a high level of
integration into social networks, "life
on a smartphone" requires a constant
response to news, messages that
distract from professional duties; it
can lead to loss of confidential
information, the use of employees by
competitors for espionage

risks of unsuccessful time
management — the habit of a clear
schedule of tasks with deadlines set
by management hinders the
effective self-organization of
working time, prioritization of tasks
in accordance with existing
experience, which would have a
positive impact on staff
performance

risks of uncontrolled workholism —
the desire and attempt to perform an
excessive number of tasks in
anticipation of career growth,
financial incentives or honors, which
lead to loss of health, psychological
discomfort, inattention to details and
threats to the life and health of the
employee

risks of disorganization — inability to
plan own time, organize the
workplace, concentrate on the work
process; taking breaks at the earliest
opportunity, lack of cataloging skills
and other skills in working with
documents on both paper and digital
media

risks of envy for the success of
colleagues — a feeling of emotional
and professional burnout due to
lack of career achievements in
adulthood, which causes inaction,
careless attitude to job
responsibilities

risks of "professional jealousy" — the
generation Y is quite jealous of the
success of young people or peers,
which is transformed into a
reluctance to help, share experiences,
and this affects the effectiveness of
the team, department, unit

risks of self-confidence — the
tendency to try to perform

excessively difficult tasks, the belief

in own perfection, excessive

vulnerability to criticism, which is
the reason for mistakes in the process
of work and aggression against
colleagues and mentors

Source: [12] and own research
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According to Derid I. O., Harmash Yu. O. "the presence of staff from different countries can create
three specific types of human risks: risk of expatriation, risk associated with the multinational nature of
the team, the risk of abuse of foreign labor... The risk of expatriation includes all problems that may arise
with an employee who has crossed the border in the line of duty, as well as the risk of loss of mental
health. The risk of multinational team is represented by: interethnic conflicts in the team, mobbing on
national grounds, problems in establishing a management system. The risk of abuse of foreign labor is
manifested in the forms of exploitation of illegal foreign workers; use of labor by foreign workers who
have been enslaved due to the abuse of unscrupulous staffing agencies; the presence of violence,
inappropriate working conditions and child labor in the supply chains of transnational corporations"[11,
p.34, p.37].

Thus, international companies are under the influence of additional human risks, not inherent in
enterprises that conduct their financial and economic activities exclusively in the domestic market. For
such companies, financial and economic security systems, namely their intellectual and personnel
subsystem, should be transformed to minimize these risks, which, among other things, involves people
who understand the differences in business traditions in different countries, have good communication
management skills, know the peculiarities of the legal framework for the organization of labor relations
in other countries. In many cases, international companies hire remote person or sometimes remote teams
to implement individual projects or even on a permanent basis. This specific form of labor relations
process organization contains its types of human risks for financial and economic security of economic
entities, in particular, the risk of uncoordinated actions of remote and stationary workers, emotional and
professional burnout of remote employees due to lack of "live" communication and socialization, the risk
of loss of time, information, etc., due to interruptions due to the involvement of technical devices, the risk
of delays in the performance of tasks due to the lack of constant control by the management of the actions
of workers who are at a distance from it.

Quite often in the process of researching risks in the context of financial and economic security,
scientists forget that the risk category has not only a negative color for the company, as the likelihood of
loss or other undesirable consequences for its financial and economic condition, but also can improve
economic performance, i.e. to have a positive result for the business entity. Khytra O.V. and Andrushko
L.M. consider positive material consequences from personnel risks as: "receipt of superprofit, increase of
efficiency of capital investments in the personnel, overfulfillment of plans of release and sale of
production". The qualitative positive consequences of the impact of human risks on the general condition
of the enterprise by specialists include: "unplanned improvement of staff quality, improving the business
reputation of the enterprise, increasing staff loyalty and job satisfaction" [8, p.166]. For the state of
financial and economic security, human risks can have the following positive consequences. For example,
an employee with a lack of experience begins to specialize in a particular type of work specific to the
company, and becomes a highly qualified specialist who does not need to be retrained for the needs of a
particular enterprise; a laid-off employee may so often recall his former employers that others will
eventually become interested in the enterprise and it will gain additional advertising and publicity (even
in an unfavorable light, the company's name will still be familiar to a wide range of people); inactivity of
employees, their tendency to waste time sometimes keeps them from making irrational financial decisions
that could cause significant damage to the company, and so on. However, in most cases, human risks over
time become a real threat to the financial and economic security of economic structures, so they must be
taken into account and not ignored by the management staff of the enterprise.

For different subsystems of the system of financial and economic security, human risks differ,
although such risks as, for example, fraud, negatively affect the condition of all subsystems without
exception. Thus, financial and investment security is characterized by the risk of excessive propensity to
aggressive investment strategies, by the risk of financial fraud, by the risks of low levels of financial
literacy; for information and analytical security — by the risk of using unverified information, by the risk
of disclosure of confidential information, by the risks of low levels of digital literacy; for legal security —
by the risk of errors in the execution of legal documents, during registration, conclusion of agreements,
etc.; for reputational and image security — by the risk of distortion of information about the company by
dissatisfied employees (or former employees); for market security — by the risk of industrial espionage,
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by the risk of using information about customers, partners, counterparties for their own benefit or for the
benefit of competitors; for material security — by the risk of providing access to the premises to third
parties, by the risk of using the material base for other purposes; for technical and technological security
— by the risks of insufficient skills in working with equipment, by the risk of unwillingness to learn and
master new technologies, by the risk of resistance to change, etc. And of course, for intellectual and
personnel security all types of human risks are significant and tangible.

The role of personnel policy in the context of personnel risk management becomes apparent in a
more detailed study of personnel risk management. Thus, the main tasks facing enterprises in the process
of personnel risk management O.Yu. Amosof calls: "identification of risks arising in the process of
personnel management, identification of sources and causes of personnel risks; determination of indicators
of personnel security of business entities; formation and implementation of a system of diagnostics and
monitoring of personnel security; assessment of the magnitude of possible loss of personnel risks;
development of tools to influence personnel risks in order to prevent and reduce them; development of
mechanisms to minimize possible losses from the implementation of personnel risks" [6, p.378].

In Fig.1. the means of counteracting human (personnel) risks within the components of the financial
and economic security system are presented.

Increasing the level of
information literacy through
trainings, webinars and other forms
of education; installation of PC
activity monitoring programs

Adaptation and implementation of
mentoring practices; questionnaires
on the level of satisfaction with
working conditions; clear system off
motivation and career growth;
legally competent dismissals

Screening of new employees for the
purpose to identify potential
industrial spies; analysis of places of]
previous and future work of staff;
survey on the attitude to the
company's products

¥

Installation of
security systems
and access control
systems; restriction

Information and
analytical security

|

Intellectual and
personnel security

of access and its

Market security

Analysis of
information about
the company,

Financial and

fixation;
explanatory work

Material security

economic
security system

with staff;

inspections and
penalties for

violations mvestment

Financial and

which is
Reputational and distributed by
. . staff on social
1mage security
networks;

security Legal security

/

Technical and
technological

questionnaires to
establish the level

) of loyalty
security

/

.

Improving the level of financial
literacy through additional
education, training, other forms of
formal and non-formal education;
monitoring and control

Organization of measures to increase
the level of legal literacy of all
categories of employees without
exception; clear policy in case of
errors making in the contract
documentation

Surveys and questionnaires before
installing new equipment;
invitation of specialists to conduct
training on working with new
equipment and technologies

Fig. 1. Means of counteracting human (personnel) risks within the components of the

financial and economic security system
Systematized by the author

Thus, one of the tasks of personnel policy of a modern enterprise is to lay the informational and
organizational framework for preventing human (personnel) risks and their negative consequences at
various stages of work with staff — from finding specialists and forming a HR reserve to the mechanism
of dismissal to ensure maximum satisfaction of all parties. An important tool for preventing human
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(personnel) risks is the information transparency of the company's personnel policy. Each employee
must know his or her rights and responsibilities, opportunities for incentives, reasons for reprimands and
penalties, as well as be aware of the own role in the system of financial and economic security of the
enterprise.

Conclusions. The study of human (personnel) risks in the process of ensuring financial and
economic security and personnel policy as a tool for their management allowed us to draw the following
important conclusions.

1. From the standpoint of financial and economic security, human (personnel) risk is proposed to
mean a phenomenon or event caused by the action or inaction of the company's personnel, which may
lead to loss, damage or inefficient use of its assets, resulting in reduced financial and economic security
and in the situation when the company will lose part of the profit or suffer a loss.

2. There are a large number of classifications of human risks, which are based on various
classification features and aimed at facilitating the work of risk management professionals in the timely
identification of risks and their prevention. Human risks affect the state of financial and economic
security of the enterprise at each stage of personnel work. Thus, personnel policy, which is a document
that fixes the traditions and rules of personnel management of the entity, can be an effective
informational and strategic tool for managing such risks, provided that the integration into it the sections
or units that record the commitment of management to monitor human (personnel) risks, to take
measures to prevent them and counteract their consequences, as well as to do everything possible to
prevent recurrence of risk factors in the future.

Prospects for further research lay in the field of the need to collect data to assess the level of human
risks inherent in domestic enterprises, and to use empirical research methods to diagnose the state of
protection of financial and economic security of economic entities from the likely consequences of
transforming such risks into real threats.
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KOBAJIEHKO Amnapiii OsiekcanapoBuy
acmipant (PhD [loktop dinocodir)

kadepy MEHEDKMEHTY Ta eKOHOMIYHOT O€3MeKH,
Uepkacbkuii HaLliOHANBbHUI yHIBEPCUTET

iMeHi bornana XMeabHULBKOTO,

M. Hepkacu, Ykpaina

KAJIPOBI PU3UKH Y ITPOLECI 3ABE3NNEYEHHA ®THAHCOBO-EKOHOMIYHOI
BE3IIEKHN TA KA/IPOBA ITOJIITUKA K IHCTPYMEHT YIIPABJIIHHA HUMU

Ilpoéaema. I[lepconan € 0OHUM i3 OCHOBHUX (PakmMopie UPOOHUYMEA, 0008 A3K0BOI0 YMOBOK) «CHAPNIY»
RIONPUEMHUYLKOT OIAIbHOCMI 011 HOBUX KOMNAHIU | 6020MOI0 KOHKYPEHMHOIO Nepedazoio Ons cyb 'ekmig
20CNO0AaprOGaHHs, SKI yoice negHull yac Qyukyionyiomv na punxy. Ha eiominy 6i0 inwux pecypcis, xaopu
Xapaxkmepuzyromucs makow ocoOIUSICIO, K GIACHA NOBEOTHKA Y MUX YU IHUIUX 0OCMABUHAX, U0 € Odicepesiom
YUCTIEHHUX PU3UKIE OlA CMAHY (QiHAHCO80-eKOHOMIUHOT Oe3neku nionpucmuuybkux cmpykmyp. Came Oii uu
Oe30isbHicCmb, 3yMOGIeHI NOBEOIHKOK NPAYIGHUKIE NIONPUEMCIBA, THKOIU 30 8KA3IBKOK MON-MEHEOICMEHM)
abo 3 e1acHol iHiYiamuey, NPOBOKYIOMb GUNAOKU HEePeKMUGHO20, d THKOAU, i HeNPAGOMIPHO20 GUKOPUCHIAHHSL
akmusig cy6’ekma 20cnoOapio8anHs, wjo 3a80ac 1omy (QIHAHCOBUX, MAMEPIaNIbHUX, PenyMAyiliHUX 30UMKIG.
Yepes ye kaoposi puzuxu yce yacmiuie cmaioms 00 '€Kmom MOHImMOPpUH2y ma KOHMpOoio 3 60Ky npogecionania 3
Qinancoso-exonomiunoi besnexu. Kaoposa nonimuxa ma paszi € mum iHcmpymeHmom opeanizayii pooomu
nepconany 'y niaowuni iHAHCOBO-eKOHOMIUHOI Oe3neKu, wo Modice 6pe2ynoeamu iHmepecu ycix cmopin i
3axnacmu niOBANUHU Pe3YTbIMAMUEHO20 KAOPOBO20 PUIUK-MEHEONCMEH) .

Memo1o 0ocniodicen s € GUIHAYEHHS PIHUX 6UOIE KAOPOBUX PUSUKIB, SIKI GNIUBAIOMb HA PiGeHb PIHAHCOBO-
eKOHOMIUHOI be3neKu cyd 'exmie 20cnodapiosants, ma cucmemamuzayii incmpymenmie npomuoii im y niowuni
OKpeMuUx QYHKYIOHANbHUX RIOCUCEM CUCIEMU (IHAHCOBO-CKOHOMIYHOI be3neKu RIONPUEMCING.

Memoou. ¥ npoyeci 00cniodicenns GUKOPUCMART MOHOSPADTUHUT MemOO | MemoO Meopemuino20 aHaisy.
Taxoouc 3acmocoéano nputiomu ananizy i cunmesy. Memoo y3aeanvHeHHs 6UKOPUCIMAHO Y NPoYeci PopmMyBaHHs
BUCHOBKIB 30 Pe3yIbMaAmMamil NPOBEOEHO020 OOCTIONCEHHSL.

Pezynemamu. Buznaueno pizni 6uou kaoposux pusuxie, wjo eNIUBAIOMb HA PiGeHb (HiHAHCO80-eKOHOMIYHOI
Oe3nexu cyo '€kmie 20Cn00apI0BaHHs. 3poONIeHO NPUNYIEHHS OO0 MOACIUBUX NOZUMUGHUX HACTIOKIE KAOPOBUX
PUBUKIG 015l PIHAHCOB0-20CNO0APCHKO20 CIAHY NIONPUEMCING.

Haykoea nosusna. Bcmanosneno cymuicmos nowsamms Kaopo8o2o pusuxy 3 nosuyii 3ade3nevenus
Qinanco6o-ekOHOMIUHOI Ge3neKku. Ymouneno Kaopoei pusuku 0.1 HOPMANbHO2O (DYHKYIOHYEAHHS PIi3HUX
niocucmem QiHaAHCOB0-eKOHOMIYHOI be3neku cy6 exmie cocnooapioeants. Busgneno incmpymenmu 3anodieanms
Kaopoeum pusuxkam y npoyeci 3abe3neyens Qinancos0-eKOHOMIUHOT Oe3neku 0i3Hec-CmpyKmyp.

Bucnoeku. Icnuye genuxa xinokicmov kiacugikayiti KaOpoeux pusuKie, 6 OCHO8Y AKUX NOKIAOEHO Pi3Hi
KAacupixayitini 03HaKu, Wo CRPAMOBAHT HA NOJIe2UuleH s pOOOMU (AXieYi 3 PUBUK-MEHEOHCMEHMY UJ0OO0 GUACHOT
ioenmucpixayii pusuxie ma ix nonepeddicenns. Kaopoesi puzuxu enmusaioms na cmam QiHaHco80-eKOHOMIUHOT
be3nexu NIONPUEMCIMBA HA KOJICHOMY emani kaopoeoi pobomu. Taxum uunom, Kaopoeéa nONIMUKA, WO €
OOKYMeHmoM, AKUll Qikcye mpaouyii i npaguna YnpaeiiHHa NepcoOHANoM cyO €Kma 20Cno0aplo8aHHA, MOice
cmamu epexmusHuM iHpoOpMayitiHumM i cmpame2iyHuM iHCIMpPYMEHMOM YNPAGIIHHS MAKUMU PUSUKAMU 30 YMOGU
inmezpayii 0o ii ckiady po30inie, Axi 3aixcyioms 30008 A3aHHA YAPABIIHCOK020 NEPCOHANY 8I0CTIOK08Y8AmMU
KAOPOGi pu3uKu, 8CUBAMU 3AX00i8 U000 3anodieanns im ma npomuoii ix Haciiokam, a makodic pooumu yce
Modkcnuge OJisl RONEPeOHCEHHSA NOBMOPIE NOSBU PUSUKOBUX (PaKMOPIE Y MATIOYMHbOMY.

Knwuosi croea: kaopogi puzuxu, nepconan, kadpoea noNimuxa, iHanco80-eKOHOMIUHa Oe3nexd, pu3uK-
MeHeOIHCMEeH N, Meopisk NOKOJIiHb.

Qoeporcano pedaxyicro. 05.03.2020
Ipuiinamo oo nyb6nixayii: 16.05.2020
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